
Firma digitale con i 
servizi RENTRI

sito gestito da con il supporto di



Certificati di Firma ammessi (Decreto Direttoriale n. 143/2023)

1. Certificati qualificati eIDAS 
Firma elettronica qualificata (di tipo sigillo o personali)

2. Certificati di identificazione elettronica eIDAS 

Firma elettronica avanzata (CIE e TS-CNS)

3. Certificato di firma remota RENTRI 
• È riferito all’Operatore

• Utilizzabile solo in connettività

• Valido solo nel RENTRI



Emissione del certificato di firma remota RENTRI

• Il rappresentante o l’incaricato dell’operatore emettono il certificato di firma 
remota RENTRI da 
Area riservata > Interoperabilità > Emissione certificati digitali RENTRI

• Attenzione: non è il certificato di interoperabilità utilizzato per la firma delle 
trasmissioni al RENTRI



Caratteristiche del certificato di firma remota RENTRI

• Può essere utilizzato dagli operatori che usano i servizi di supporto via web, 
l’APP RENTRI FIR DIGITALE o che realizzano i propri sistemi gestionali, anche in 
mobilità, basati sulle API RENTRI.

• Richiede l’utilizzo della One Time Password (OTP) che può essere gestita con 
l'app mobile di RENTRI o attraverso una APP di terze parti che utilizza i servizi 
API del RENTRI.

• L’OTP consente all’operatore di identificare chi ha utilizzato il certificato di 
firma RENTRI e quindi ha firmato il FIR anche qualora il certificato venga 
utilizzato dal sistema gestionale dell’operatore.
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Come si firmano i FIR  

Servizio Firma Identificazione autore

Servizi di supporto 
web

certificato qualificato o 
avanzata CIE/CNS oppure con il 

«certificato di firma remota 
RENTRI»

attraverso il dispositivo di identità 
digitale con il quale l’utente ha fatto 

accesso

App mobile RENTRI certificato di firma remota 
RENTRI

l’autore, precedentemente associato 
tramite il sistema di «boarding», al 
dispositivo mobile conferma la sua 

identità tramite utilizzo dell’OTP 


